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SPECIAL ISSUE: Al-Driven secure communication in
massive loT for 5G and beyond

The focus of this special issue is to continue, advance and
review research on topics relating to the Artificial
Intelligence used for secure communication in massive loT
for 5G and upcoming 6G systems.

Open for Submission: 1 September 2023
Submission Deadline: 1 September 2024

Guest editors: Dr. Arvind Dhaka, prof. Guan Gui, Prof. Todor Ganchevy,
Dr. Amita Nandal and Dr. Ladislav Polak

Topics that are invited for submission include (not limited to):

¢ Al-assisted secure communication for massive loT networks
e Security challenges in massive loT networks and Al-based solutions

e Secure network requirements for massive loT with Al-driven
communication.

« Design of Al-based secure protocols for massive loT
e Security and privacy challenges in 5G and beyond massive loT networks
¢ Al-driven secure data sharing in massive loT networks

e Secure network architecture for massive loT with Al-assisted
communication

¢ Role of Al in secure communication for massive loT networks

¢ Al-driven authentication and authorization mechanisms for massive loT
networks

For more details, please: use QR code,
check web pages or email chief@radioeng.cz.
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